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Data Protection Policy – The Insight Bureau  
 
The purpose of this Data Protection Policy document is to inform you of how The Insight Bureau (TIB) manages Personal 
Data which is subject to the Singapore’s Personal Data Protection Act and which also complies with the EU’s GDPR. This 
will allow you to better understand the purposes for which we collect, use and disclose your Personal Data.  
 
By interacting with us, submitting information to us, or signing up for any services offered by us, you agree and consent to 
the TIB collecting, using, disclosing and sharing amongst themselves your Personal Data, and disclosing such Personal 
Data to relevant third parties in the manner set forth in this Data Protection Policy.  
 
This Data Protection Policy supplements but does not supersede nor replace any other consents you may have previously 
provided to TIB in respect of your Personal Data, and your consents herein are additional to any rights which the TIB may 
have at law to collect, use or disclose your Personal Data. TIB may from time to time update this Data Protection Policy to 
ensure that it is consistent with our future developments, trends and/or any changes in legal or regulatory requirements.  
 
A:  Personal Data  
 

a. In this Data Protection Policy, “Personal Data” refers to any data, whether true or not, about an individual who can 
be identified (a) from that data; or (b) from that data and other information to which we have or are likely to have 
access, including data in our records as may be updated from time to time.  

b. Examples of such Personal Data you may provide to us include (depending on the nature of your interaction with 
us) your name, passport or other identification number, telephone number(s), mailing address, email address, and 
any other information relating to any individuals which you have provided us in any forms you may have submitted 
to us, or via other forms of interaction with you.  

 
B.  Collection of Personal Data  
 

1. Generally, we collect Personal Data in the following ways:  
a. when you submit an application form or renewal form relating to business enquiries to the TIB; 
b. when you interact with us, for example, via telephone calls, letters, face-to-face meetings, networking, and 

emails;  
c. when you use some of our services or resources, for example, websites and any online accounts with us;  
d. when you request that we contact you, be included in an email or other mailing list; and;  
e. when you submit your Personal Data to us for any other reasons.  

 
2. When you browse our website, you generally do so anonymously. We currently do not use cookies, however 

if this policy changes in the future, we will alert you to this on the website. We do not automatically collect 
Personal Data at our website unless you explicitly provide such information. We do use Google Analytics to 
collect statistical data anonymously which is used purely for analytical purposes. 

 
3. If you provide us with any Personal Data relating to a third party (e.g. colleagues, family members etc.), by 

submitting such information to us, you represent to us that you have obtained the consent of the third party to 
provide us with their Personal Data for the respective purposes. 
 

4. You should ensure that all Personal Data submitted to us is complete, accurate, true and correct. Failure on 
your part to do so may result in our inability to provide you with the services you have requested.  
 

C.  Purposes for the Collection, Use and Disclosure of your Personal Data  
 

1. TIB generally collects, uses and discloses your Personal Data only for the following purposes: 
a. responding to business queries and requests;  
b. administration of operations relating to assignments, complying with internal policies and procedures;  
c. organising events;  
d. meeting or complying with any applicable rules, laws, regulations, codes of practice or guidelines issued by 

any legal or regulatory bodies which are binding on TIB; and  
e. purposes which are reasonably related to the aforesaid.  

 
2. In relation to TIB services, we may also have specifically notified you of other purposes for which we collect, 

use or disclose your Personal Data. If so, we will collect, use and disclose your Personal Data for these 
additional purposes as well, unless we have specifically notified you otherwise.  

 
3. You have a choice to withdraw your consent. You may contact us using the contact details found below.  
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4. Please be aware that once we receive confirmation that you wish to withdraw your consent, it may take up to 
30 working days for your withdrawal to be reflected in our records. Please note that even if you withdraw your 
consent, we may still contact you for other purposes in relation to our services that you maintain with TIB.  

 
5. TIB may from time to time, as part of the scope of services that we provide you with, transfer your personal 

data overseas or to a relevant third party. 
 
6. TIB may take reasonable steps to destroy or de-identify your personal data when it is no longer necessary for 

us to retain it.  
 
D.  Disclosure of Personal Data  
 

TIB will take reasonable steps to protect your Personal Data against unauthorised disclosure. Subject to the 
provisions of any applicable law, your Personal Data may be disclosed, as part of our scope of services to you for 
the following: 

  
a. TIB’s staff, who may provide services to you, address your questions and requests in relation to your 

subscription and billing arrangements with us; 
b. agents, contractors or third-party service providers who provide operational services to TIB;  
c. vendors or third-party service providers in connection with marketing promotions and services offered by 

TIB;  
d. our professional advisers such as auditors and lawyers;  
e. relevant government regulators, statutory boards or authorities or law enforcement agencies to comply 

with any laws, rules, guidelines and regulations or schemes imposed by any governmental authority; and  
f. any other party to whom you authorise us to disclose your Personal Data to.  

 
E.  Use of Cookies  

1. A cookie is a small piece of information that is placed on your computer when you visit certain websites. TIB 
does not currently use cookies on its website, however it may do in the future and will dutifully alert users to 
this. 

  
F. Mailing Policy  

1. We generally communicate to our clients, speakers and business partners, along with prospective clients, 
speakers and business partners via email and via social media. We communicate only with those individuals 
who have given us permission to communicate with them and who have a legitimate interest in our work 

2. TIB always provides recipients the opportunity to immediately and permanently unsubscribe from such 
communications.  

 
F.  Contacting Us – Withdrawal of Consent, Access and Correction of your Personal Data  
 

1. If you  
a. have any questions or feedback relating to your Personal Data or our Data Protection Policy or 
b. would like to withdraw your consent to any use of your Personal Data as set out in this Data 

Protection Policy; or 
c. would like to obtain access and make corrections to your Personal Data records, please contact TIB 

through this email address: engage_us@insightbureau.com.  
 

2. Please note that if your Personal Data has been provided to us by a third party (e.g. a referrer), you should 
contact that organisation or individual to make such queries, complaints, access and correction requests to 
TIB on your behalf.  
 

3. A current copy of this data privacy policy document is available at www.insightbureau.com/DataPolicy.pdf 
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